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Q&A via WebEx

▪ All phone lines are muted

▪ Access “Q&A” box in WebEx menu at the right of 

your screen; if you expanded the view of the 

webinar to full screen, hover cursor over green bar 

at top of screen to see menu

▪ Type questions using the “Q&A” feature

– Submit to “all panelists” (default)

– Please do not use Chat function for Q&A

▪ Note: slides will be emailed to attendees after the 

webinar



Goals

▪ Identify key considerations in planning for training

▪ Review recommended pre-training activities

▪ Highlight key information and core competencies 

(“PSYCKES 101”)

▪ Review available training resources

▪ (Not a thorough training on PSYCKES itself)



Planning for PSYCKES Training

▪ Who needs training?

▪ What do they need training on?

▪ What type of training is most appropriate for which 

staff?

▪ Understanding workflow expectations and use cases 

is critical!



Evaluating Training Needs

Role PSYCKES Use Case Training Domains

Front Desk Staff at 

Provider agency

• Attesting to consent in 

PSYCKES

• Printing PSYCKES Clinical 

Summary

• Registrar Tab

Clinicians • Review Clinical Summary for 

clinical decision-making

• Attesting to consent in 

PSYCKES

• Recipient Search

• Clinical Summary

Supervisors • Identify at-risk clients

• Clinical supervision

• Monitor PSYCKES use

• QI Reports

• Recipient Search

• Clinical Summary

• Usage Reports

QA/QI Staff • Review performance on quality 

measures

• Integrate Clinical Summary 

into UR, incident review

• QI Reports

• Recipient Search

• Clinical Summary



Evaluating Training Format

Training

Format

Best for … Advantages Challenges

PSYCKES
webinars

• Staff with access to 
computers

• Self-directed learners
• Comfortable with 

computers

• Offered regularly by 
PSYCKES staff

• Live and recorded 
format

• Not specific to users’ 
workflow / use cases

• No on-site support

Group 
training: 
Demo

• Larger groups of users
• Staff with similar use 

cases
• Comfortable with 

computers

• Can tailor to 
organization’s 
specific workflow

• Difficult to assess users’ 
capacity to apply 
training

• Scheduling

Group 
training: 
Hands-on

• Larger groups of users
• Staff with similar use 

cases

• Can tailor to 
organization

• Can offer immediate 
feedback / assistance

• Requires access to 
computer lab

• Difficult to engage users 
with very different skills 
in same session

• Scheduling

1:1 training • Staff needing support for 
computer use

• Flexible scheduling
• User-specific support

• Trainer time



Preparing for the Training Session

▪ Develop training outline
– Internal policies and procedures

– Consult Core Competencies Checklist

– Decide whether to use identified or de-identified data

▪ Practice skills to be taught
– Attend/view “Introduction to PSYCKES”, “Using the 

PSYCKES Clinical Summary”, “Consent, Emergency, 
Quality Flag: PSYCKES Levels of Access” and “Navigating 
PSYCKES Recipient Search for Population Health” 
webinars

▪ Confirm that tokens are activated and tested prior to 
training

▪ Have training materials and contact numbers on hand
– Last page of presentation



Training Resources on PSYCKES Website



Core 

Competencies 

Checklist



Brief Instructions for Using PSYCKES



Brief Instructions for Using PSYCKES

Includes 

step-by-step 

instructions 

for enabling 

PHI access, 

using 

Recipient 

Search and 

Clinical 

Summary



PSYCKES 101:

PSYCKES Data



Basic Info about PSYCKES

▪ A HIPAA-compliant, web-based platform for sharing 
Medicaid claims data

▪ Includes up to 5 years of data on Medicaid behavioral 
health population

– All Medicaid-reimbursed services across settings

– Fee-for-service and managed care

– Clinical data is refreshed weekly

▪ 60+ quality measures in domains of psychotropic 
medication, acute care utilization, and outpatient health 
services

– Can identify clients at risk or in need of extra support

– Quality indicators are refreshed monthly



Limitations of PSYCKES Data

▪ Accuracy dependent on coding and billing 

▪ Data elements limited to what is shown on claims

– See diagnostic procedures/ labs but without results

▪ Time lag between services and billing is variable

– Service data may lag by weeks or months

▪ Client data affected by hospitalizations (bundled 

services), loss of Medicaid coverage, moves



Training Take-Away Message

▪ PSYCKES data can provide important information 

about treatment history

▪ May not represent entire clinical picture

▪ Need to train staff on appropriate ways to handle 

inconsistencies with client self-report

– Goal: to support clinician-client dialogue 



Client Data for Providers: Comparison



Training Take-Away Message for Providers

▪ Data with special protections is only available with 

provider attestation via the PSYCKES PHI Access 

Module 

▪ It is important that staff make the effort to obtain 

signed consent (rather than using emergency 

access) whenever possible

– Respect for clients

– Long-term access to all available client data

▪ Note for Managed Care PSYCKES users: client 

consent is not needed

– All data is available for current and recently dis-

enrolled enrollees



Client Data for Managed Care Plan Users

Enrollment 
Status

Quality 
Flag?

Access to All 
Client Data, 

Including Data 
with Special 
Protection?

Duration

Currently enrolled 
in MC Plan

n/a

Yes
Current calendar year, through 

April in following year

Dis-enrolled from 
MC Plan this year

Yes
Current calendar year, through 

April the following year

Dis-enrolled from 
MC Plan previous 
year

Yes, through April 
only

Through April the following 
year



PSYCKES 101:

Core Competencies



Core Competency: Logging in to PSYCKES

▪ Go to PSYCKES Home Page: www.psyckes.org

▪ Click “Login to PSYCKES” 

http://www.psyckes.org/


Logging in to PSYCKES, cont.

▪ Security Token Required

– “Hard token” or “Soft token” 

• As of April 2022, default soft 

tokens are mobile tokens 

which can only be used on a 

mobile device

▪ PIN set at first log-on
– PIN must contain 8-digits

– PIN cannot begin with zero

– PIN cannot have consecutive or 

sequential numbers (e.g., 11111111, 

12341234, 12344321)

– Cannot reuse one of five recently 

used PINs



Logging in to PSYCKES, cont.

▪ At Login Page, enter:

– User ID

– Password: 

• Hard token: PIN followed by code on token

• Soft token: Enter PIN in soft token, copy and past token code 

into Passcode line on login screen  



Be Prepared for 

Questions About...

▪ “My token doesn’t work”

▪ “I tried to log in but see “authentication error” 

▪ ITS Help Desk (Token, Login & SMS support)

– Provider Partner OMH Helpdesk: 

– 518-474-5554 opt 2; healthhelp@its.ny.gov

– OMH Employee ITS Helpdesk: 

– 1-844-891-1786; fixit@its.ny.gov

mailto:healthhelp@its.ny.gov
mailto:fixit@its.ny.gov


Core Competency: Finding Client(s)



Recipient Search
Search by Medicaid ID, Social Security #, or first/last name/DOB

If searching by name, use other criteria to narrow the list

Individual 
Search



Recipient Search
Search for cohorts by age, gender, HARP status, AOT status, MC 

Plan, quality flag, prescriber, service, diagnosis, drug, etc. 

Group/Cohort 
Search

Group/Cohort 
Search



Search Results
Select and click on recipient name for clinical summary



Be Prepared for Questions About...

I searched for a client in “Recipient Search,” but it 

yielded 0 results.

▪ Error entering client Medicaid ID or SS #

▪ Client not yet linked to the hospital/agency by billing or 

through the PHI Access Module

▪ Client new to Medicaid / has not yet had a behavioral 

health service, diagnosis, or medication billed to 

Medicaid

▪ Managed Care Plan PSYCKES user only: Client no 
longer enrolled in plan; try selecting “current and 

recently dis-enrolled



Core Competency: Clinical Summary



Clinical Summary
Set parameters, review demographic information



Without consent: PHI with special protections is masked

Clinical Summary



Care Coordination Contact Information & Medication Restrictions

Clinical Summary:



Navigation 
Section links, expand / collapse sections



Clinical Summary Components

▪ Each section can be viewed as table or as graph

▪ Click on “See Details” for more information

– For all services within the section

– For a particular medication/episode of care



Clinical Summary:

Integrated View of Services Over Time

All services 
displayed in 
graphic form 
to allow 
ready 
identification 
of utilization 
patterns, 
including 
medication 
adherence 
and 
outpatient, 
inpatient and 
ER services.



Sample Section: Pharmacy Data
Drug, daily dose, duration, start date, last pick up, prescriber



Pharmacy Data: “See Detail” Trials and Orders
See trials and/or individual orders of each medication



Pharmacy Data: View as a Graph
Utilization trends over time



Sample Section: Hospital/ER Services
Service type, provider, diagnosis, admission/discharge dates, 

length of stay, procedures



Labs, X-Ray and Other Data 
Other services (if Medicaid billable): Dental, Vision, Living 

Support, Labs, Radiology, Medical Equipment, Transportation



Clinical Summary:

Export Data to PDF or Excel
To select section(s), click  or  “Ctrl”+click. 



Be Prepared for Questions About…

▪ I can’t access a client’s clinical summary, even though 

I could last week.

– The client had a quality flag but no longer does (e.g., 

changed medication)

– Emergency access was enabled, but it expired

– MC Plan Users: client may have dis-enrolled from plan

▪ Why can’t I see lab results?

– Not included on claims / encounter records

▪ Why does it say “No Medicaid claims available for this 

data type?”

– Try expanding the summary period
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Core Competency:

Changing Access 

Level in Recipient 

Search



Recipient Search: Individual Search

Individual 
Search



Recipient Search: Individual Search
Search for client: Enter recipient identifier(s) and click “search”

• Medicaid ID

• Social Security Number (SSN)

• First name (at least first 2 characters)

• Last Name (full last name required)

• Date Of Birth (DOB)



Confirm Correct Match, Select “Change PHI 

Access



Training Take-Away Message:

Confirm Search Results

▪ Responsibility as gatekeeper to PHI of over 10 

million individuals, including PHI with special 

protections

▪ Treatment decisions must be based on correct client 

information 



Step 1: Select Basis for Access to Client’s PHI



Step 1b: If Access is via PSYCKES Consent…

▪ Complete PSYCKES Consent
▪ Only the designated form may be used

▪ English and Spanish available in the application (other languages 
available on our “About PSYCKES” webpage)

▪ Give copy of signed consent form to client

▪ Original (or scanned version) of consent form is retained in the
client’s medical record

▪ No need to send PSYCKES the consent

 



PSYCKES Consent Form

Ensure that 

client checks  off

“I give” or “I 

deny” consent; 

otherwise 

consent is invalid

 



Step 2: Verify Client Identity and Submit

▪ Select 1 forms of photo ID or 2 forms of non-photo ID from drop-down list, or attest to 

identity without ID

▪ Cancel, Enable, or Enable and View Clinical Summary

Immediately upon entering consent, any PSYCKES user at the agency can view the client’s 

data. 



Be Prepared for 

Questions About...

▪ What is an Emergency?

– Danger to self or others

– Sudden onset

– Immediate need for treatment

– Driven by clinical criteria, not emergency setting

▪ When can I attest that I know the client’s identity?

– Develop internal procedures for this

– Document rationale

– If one ID, keep copy in chart

– Must be comfortable making clinical decisions based 

on the information



Bonus Core Competency: Identify Clients w/ QI Flags



Drill down on selected indicator



Export list of clients for clinical review or 

click client name to view Clinical Summary



Resources



Short How-to Videos, User’s Guides & 

Release Notes



Quality Indicators/Flags



PSYCKES Training Webinars



▪ The Self-Service Console is a way to manage your RSA 

token and PIN, for logging into secure OMH applications, 

including PSYCKES

▪ The console is accessed at: mytoken.ny.gov 

▪ From within your Self-Service Console account, you can:

– Set security questions

– Reset your PINs

– Activate tokens

– Request a replacement token

▪ We recommend all users set up security questions in the 

console so that you can reset your own PIN if ever needed 

▪ As of April 2022, the console must be used when new users 

need a token or existing users need a replacement token

Have you heard about the Self-Service Console?

https://mytoken.ny.gov/console-selfservice/SelfService.do


Helpdesk Support

▪ PSYCKES Help (PSYCKES support)

▪ 9:00AM – 5:00PM EST, Monday – Friday 

▪ PSYCKES-help@omh.ny.gov

▪ ITS Help Desk (Login, Token & SMS support)

– OMH Employee ITS Helpdesk: 

– 1-844-891-1786; fixit@its.ny.gov

– Provider Partner OMH Helpdesk: 

– 518-474-5554 opt 2; healthhelp@its.ny.gov

mailto:PSYCKES-help@omh.ny.gov
mailto:fixit@its.ny.gov
mailto:healthhelp@its.ny.gov



